
DoD365-Sec IL6 tenant (collaborate and share classi�ed material 
in a secure and protected manner)

To help your organization standardize cloud adoption, collaborate across
departments, and seamlessly integrate numerous capabilities, visit:

https://www.gdit.com/deos

Service management 
(operational support)

What's next? GDIT can provide:

Integration of Microsoft Teams 
meeting/chat experience

Migration Support Tenant-Tenant 
(Email, SharePoint, OneDrive)

Training
(VIP, Onsite, or Virtual)

Engineering support 
(customization/applications/dashboards)

Under the BPA, GDIT provides the DEOS Program with IL6 
support in the areas of:

Architecture and engineering

Governance support

Tenant integration and standup

Cybersecurity and accreditation support

Capability gap mitigation for O�ce 365, 
Exchange Online, SharePoint, and OneDrive via  
3rd party tools and customizations

Tenant con�guration guides

DEOS is a 10-year Blanket Purchase Agreement (BPA) contract that provides customers 
with access to migration assistance, volume discounts on licenses, establishment of engineering 
and NIPR/SIPR/D-DIL environments, end-user training, and more.

Key components:

DoD365-Sec Impact Level 6 (IL6) 
tenant – single classi�ed cloud 
environment (expected in 2023)

D-DIL - Denied, disconnected, 
intermittent, and limited 
bandwidth (in development)

DoD365-Joint Impact Level 
5 (IL5) tenant – provides 
Microsoft 365 capabilities

Support 
growth

on-demand

DEOS goals:

Accomplish the DoD 
Modernization and 

Cloud Strategies

Unlock 
e�ciencies

of scale

Enable
enterprise-wide 

collaboration 

Capabilities:

Collaboration (e.g., instant messaging, 
web conferencing, desktop sharing)

Messaging (e.g., email, 
calendar, contacts)

Content management (e.g., web 
portal, �le storage and sharing, 
work�ows and orchestration)

Productivity suite (e.g., word processor, 
spreadsheet, presentation)

DEOS: The Future of 
Cloud-Based Collaboration
DEOS (Defense Enterprise O�ce Solution) is an enterprise commercial cloud environment for both 
unclassi�ed and classi�ed work designed to streamline the DoD’s use of email and collaborative tools 
while enhancing cybersecurity and information sharing across the enterprise.


