
“Go Big Security” Coverage Report 
 

Coverage to Date:  
 
May 13, 2015 
Feds Value - but Don't Always Use - Big Data Tools for Cybersecurity 
John Higgins 
E-Commerce Times - http://www.ecommercetimes.com/story/82049.html?rss=1  
  Tech News World - http://www.technewsworld.com/story/82049.html 
 
May 8, 2015 
Big Data: Data in-demand 
Matthew Garlipp 
GovLoop - https://www.govloop.com/blog/the-tech-loop-this-could-get-ugly/  
 
May 5, 2015 
Meritalk's Cyber Security Survey: Too Much Data and No Complete Story 
Mark Seward 
Exabeam Blog - http://blog.exabeam.com/the-security-information-overload-cant-stop-cyber-attacks  
 
May 4, 2015 
Survey Shows Overconfidence in Ability to Detect Threats on Government Networks 
Jaikumar Vijayan 
Security Intelligence - http://securityintelligence.com/news/survey-shows-overconfidence-in-ability-to-
detect-threats-on-government-networks/#.VUqE_PlVhHw  
 
May 1, 2015 
Feds Still Awash in Data 
FCW Staff 
FCW - http://fcw.com/articles/2015/05/01/news-in-brief-may-1-2015.aspx  
 
Government Cybersecurity Flounders as Cybersecurity Bills Pass House 
Sharon Shea 
TechTarget/SearchSecurity - http://searchsecurity.techtarget.com/news/4500245541/Government-
cybersecurity-flounders-as-cybersecurity-bills-pass-House  
 
April 30, 2015 
Government Agencies Struggling With Security Data Analytics 
Maxim Tamarov 
TechTarget/SearchSecurity - http://searchsecurity.techtarget.com/news/4500245426/Government-
agencies-struggling-with-security-data-analytics 
 
April 29, 2015 
Big Data Analytics Drafted As Government Cyber Threat Cure  
Staff Writer 
Threat Intelligence Times - http://threatintelligencetimes.com/tag/meritalk/  
 
Threats on Government Networks Remain Undetected for 16 Days 
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Help Net Security - http://www.net-security.org/secworld.php?id=18323  
IT Security News - http://itsecuritynews.info/2015/04/29/threats-on-government-networks-
remain-undetected-for-16-
days/?utm_source=feedburner&utm_medium=feed&utm_campaign=Feed%3A+ItSecurityN
ewsAggregated+%28IT+Security+News%29  
DHS Daily Open Source Report  - 
http://www.dhs.gov/sites/default/files/publications/nppd/ip/daily-report/dhs-daily-report-
2015-04-30.pdf  
Cyveillance Blog - https://blog.cyveillance.com/cyveillance-weekly-cyber-security-trends-report-
may-5-2015/  

 
Threats to Government Networks Go Undetected Average of 16 Days 
Anthony Freed 
Dark Matters - http://blog.norsecorp.com/2015/04/29/threats-to-government-networks-go-
undetected-average-of-16-days/  
 
Security Threats on Government Networks Go Unidentified for Average of 16 Days: Survey 
Brian Prince 
Security Week - http://www.securityweek.com/security-threats-government-networks-go-unidentified-
average-16-days-
survey?utm_source=feedburner&utm_medium=feed&utm_campaign=Feed%3A+Securityweek+(Secu
rityWeek+RSS+Feed) 

Threat Brief - http://threatbrief.com/security-threats-on-government-networks-go-
unidentified-for-average-of-16-days-survey/ 

 
Reports: Feds Slow to ID, Remediate Cyber Incidents 
Aaron Boyd 
Federal Times - http://www.federaltimes.com/story/government/cybersecurity/2015/04/29/feds-slow-
cyber-incidents/26579647/  
 
An Honest Conversation about Cyber 
Bill Glanz 
Noteworthy -  http://meritalk.com/blog.php?user=BillGlanz&blogentry_id=3922  
 
Is Big Data the Answer to Government Cyber Security Problems? 
Sarah Wray 
TM Forum - https://inform.tmforum.org/strategic-programs-2/customer-centricity/2015/04/is-big-
data-the-answer-to-government-cyber-security-problems/ 
 
Government IT Struggles to Pinpoint Cyber-Threats 
Nathan Eddy 
eWeek - http://www.eweek.com/small-business/government-it-struggles-to-pinpoint-cyber-
threats.html 
 
Morning Cybersecurity Newsletter:  Report Watch 
Joseph Marks 
Politico - http://www.politico.com/morningcybersecurity/  
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“Cyber threats exist on government networks for 16 days on average before being detected, according 
to a survey of government cyber professionals out yesterday from Meritalk underwritten by Splunk.. 
http://bit.ly/1byCTqO.” 
 
Could Big Data Fix Government’s Cyber Problem? 
Frank Konkel 
NextGov - http://www.nextgov.com/emerging-tech/emerging-tech-blog/2015/04/could-big-data-fix-
governments-cyber-problem/111349/ 
 
Cyber Attack Peril for Governments as They Drown in Big Data 
James Nunns 
Computer Business Review – http://www.cbronline.com/news/cybersecurity/data/cyber-attack-peril-for-
governments-as-they-drown-in-big-data-4564860 
*Featuring quote from Kevin Davis – of note, we’re outbound to the reporter now with a request to 
change his title from “VP” to “area vice president” 
 
MeriTalk Study Suggests Data Analytics as Cybersecurity Tool For Govt IT Networks 
Mary-Louise Hoffman 
ExecutiveGov – http://www.executivegov.com/2015/04/meritalk-study-data-analytics-can-serve-as-
cybersecurity-tool-for-govt-it-networks/  
 
April 28, 2015 
Government security workers have a big data problem 
Kenneth Corbin 
CIO Magazine - http://www.cio.com/article/2915900/big-data/government-security-workers-have-a-
big-data-problem.html 

Tech Page One - https://powermore.dell.com/technology/government-security-workers-have-a-
big-data-problem/ 
CSO Online - http://www.csoonline.com/article/2915966/big-data-security/government-
security-workers-have-a-big-data-problem.html  
 

Cyber Threats Undetected on Government Networks Average of 16 Days 
Amanda Vicinanzo 
Homeland Security Today – http://www.hstoday.us/briefings/industry-news/single-article/cyber-threats-
undetected-on-government-networks-average-of-16-days/1f998e2368a86954cdce5e7664cb8022.html    
*Featuring quote from Kevin Davis 

Cyber Security Caucus - http://cybersecuritycaucus.com/cyber-threats-undetected-on-
government-networks-average-of-16-days/  

 
Report: Cyber Threats on Gov't Networks 16 Days Before Detected 
Potomac Tech Wire – Alexandria, Va. -- Cyber threats live on government networks for an average of 16 
days before they are detected, according to a new report by Alexandria-based MeriTalk. And although 
86% of government cybersecurity professionals say big data analytics can help improve their efforts, 
just 28% currently are fully leveraging big data for security purposes. Nine out of 10 respondents say 
they can't tell a "complete story" with the cyber security data they receive. As a result, 76% say their 
security teams often operate reactively rather than proactively. "Government organizations have access 
to a wealth of cyber threat information," said Kevin Davis, the public sector area vice president at 
Splunk, which underwrote the report. "The challenge is managing that data and connecting the dots in 
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real time. That’s how we get immediate insight into threats. Agencies need to detect threats faster and 
start to predict when and how they will occur." The report, available through the top link below, 
examines the state of cyber security in federal, state and local government agencies, and identifies steps 
to help these organizations see better security outcomes. 
http://www.meritalk.com/go-big-security.php (Full report) 
http://www.meritalk.com/pdfs/MeriTalk_Go_Big_Security_Press_Release.pdf (PDF) 

http://www.meritalk.com/go-big-security.php
http://www.meritalk.com/pdfs/MeriTalk_Go_Big_Security_Press_Release.pdf

